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ISradimo sritis

I3radimas skirtas atsiskaitymams tarp prekybininko, banko, vartotojo ir treCiosios
Salies, konkrediai atsiskaitymams naudoti tik skaitmeninius pinigus.

Siais laikais vyksta laipsniSkas tradici¥kai popieriuje talpinamos informacijos
i§stimimas. I¥radimas skirtas atsisakyti dabar naudojamy popieriniy dokumenty, brangiy
nuotolinio susisiekimo priemoniy, jvairiy elektroniniy prietaisy, jvairiy banko atsiskaitymo,
apsaugos, nuolaidy ar kity korteliy gausos, naudoti skaitmeninius pinigus ir vykdyti
tarpusavo atsiskaitymus asmeniniu elektroniniu prietaisu (elektroniniu pasu), konkreciai
sukurti elektroninj prietaisg - elektroninj pasa ameninei informacijai laikyti skaitmenoje ir
naudotis ja kasdien. Ivairius dokumentus, elektroninius prietaisus, banky atsiskaitymo
korteles ir kita informacija talpinti jame skaitmenine forma, ir visg informacija laikyti
skaitmenoje viename elektroniniame prietaise (elektroniniame pase). Naudoti elektroninj
pasa, kaip jvairiy prietaisy analoga, kaip asmens dokumenty ir kaip prietaisg atsiskaitymams

skaitmeniniais pinigais vykdyti.

18radimo technikos lygis

Zinomas atsiskaitymo biidas, kai vykdomos operacijos negrynaisiais pinigais
sistemoje, turin¢ioje bevielio rysio asfnenini jrenginj su individuliu identifikatoriumi (RU
20980U1, 2001-12-10). Sioje sistemoje atsiskaitymas vykdomas perduodant kliento bevielio
ry$io asmeninio jrenginio kods. Siuo atveju naudojamas PIN kodas. Tik PIN kodo
naudojimas kaip identifikavimo kodo Zymiai apriboja $io atsiskaitymo blido panaudojimo
stitj. Sis badas leidZia identifikuoti subjekts tik kaip abonenta, klients ir t.t., bet ne kaip
asmenj. Deja, $i sistema skirta vykdyti finansines operacijas negrynaisiais pinigais tik
apmokant, kai néra ,fizinio pardavéjo“. Sioje sistemoje dél vienintelio finansines
operacijos vykdymo uZklausg generuojandio pirkéjo kodo naudojimo galimas
nesankcionuotas perdavimas.

Artimiausias pareikStam atsiskaitymo biidui yra rySiy terminalo naudotojo arba
naudotojy grupés identifikavimo biidas (RU99119888 A, 2001-08-27). Biidas apima
biometrinj kody formavimg, remiantis video informacijos apie naudotojo arba naudotojy
grupés fizinius poZymius jraSais ir apdorojimu, biometriniy kody saugojimu tarnybinés

stoties duomeny bazeéje ir naudotojo arba naudotojy grupés SIM korteléje, naudotojy arba
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naudotojy grupés identifikavimu, palyginant maZiausiai vieng gauta remiantis aktualia
video informacija aktualy biometrinj kodg su maZiausiai vienu tarnybinéje stotyje saugomu
biometriniu kodu.

ApraSytas biidas kaip ir anksCiau aprasytas, taip pat turi pakankamai siaura
panaudojimo sritj, pavyzdZiui, ji sunku realizuoti naudojant mobiliojo ry$io priemones
naudojant kaip terminalus. Siuo bidu identifikavimas taip pat atliekamas tik i§ gaunan&ios
uzklausg pusés.

Siais laikais susiklosto daugybé situacijy, kurioms esant subjekto atsiskaitymas
skaitmeniniais pinigais biity vykdymas nutolusiame centre ir subjekto buvimo vietoje.

Naudojant ap¢iuopiamus dokumentus, t.y. asmens pasa, vairuotojo teises, socialinio
draudimo paZymeéjma, sveikatos draudimo paZyméjima, studento paZymeéjimg, jmoniy ar
asmens atestatus, automobiliy registrasijos ar techninés apZiiiros ir kitus mums reikalingus
vos ne kas dien dokumentus, jy gausa uZima viets, esame priversti juos neSiotis, jie
nepatogils naudojimui, nusidévi, gali biiti supléSomi, sudeginami, pametami, kity asmeny
pasisavinami, ar kitaip prarandami.

Naudojant nuotolinio susisiekimo priemoniy gauss, t.y. vietinius laidinius telefonus,
mobiliuosius telefonus, kompiuterius, navigacijos jrenginius, jvairius Zaidimy ar muzikinius
prietaisus ir kitus prietaisus atitinkamai pagal prietaiso paskirtj esame priversti naudotis
lvairiy skirtingy rySiy paslaugomis. Naudojama jy gausa yra brangi jsigyjant prietaisus ir,
atitinkamai nuo prietaiso paskirties, jy i$laikymas ir naudojimas apmokestinami skirtingais
ry$iy mokesciais. Priemoniy naudojimas nepatogus tuo, kad jy gausa uZima daug vietos.
Kadangi jy daug ir juos pagal skirtingg paskirtj privalu nesiotis, yra nepatoglis naudojimui,
neapsaugoti, gali biiti pavagiami ar pasisavinami kity asmeny, pametami ar Kitaip
prarandami.

Naudojant apfiuopiamas asmens tapatybés priemones, t.y. jvairiy banky
atsiskaitymo, atsiskaitymo uZ automobilio stovéjima, sveikatos draudima, j patalpy jéjima,
apsaugos, jvairiy firmy nuolaidy korteles ir kitas, jy naudojimas nepatogus tuo, kad jos
uZima vieta ir atitinkamai jas visas privalu nesiotis, jsigyjant jas ir uZ jy pagaminima reikia
mokeéti, greitai nusidévi ir fiziskai paZeistos tampa neveikian¢iomis, laikui bégant
iSsimagnetina ar Kitaip praranda savo veikima. Esame priversti gaisti savo laikg jas kei¢iant
ir papildomai mokéti uz jy pakeitima, gali biiti sudeginamos, pavagiamos ar kity asmeny

pasisavinamos, pametamos ar kitaip prarandamos.
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Atsiskaitymams vykdyti grynieji pinigai, kuriuos reikia veZioti i§ vienos geografinés
padéties taSko j kita yra gai§tamas laikas ir prarandama energija (pinigai). Naudojamy
prietaisy gausa atsiskaitymams vykdyti, t.y. kasos aparatai, suprogramuoti specialils
jrenginiai, stacionariis ir neSiojami kompiuteriai, mobilis telefonai, jvairios banky kortelés
ir kiti daiktai mus (Zmones) labai apsunkina, todél atsiskaitymai pavedimu daromi Zymiai
re€iau nei grynais pinigais, o kartais Zmonés pasirenka tarpusavio atsiskaitymus vykdyti tik

grynaisiais pinigais ir nesinaudoja nei vienu i§ paminéty jrenginiy.

I8radimo tikslas

Iradimo tikslas yra, padéti Zmonéms atsisakyti dabar naudojamy popieriniy
dokumenty, brangiy nuotolinio susisiekimo priemoniy ir jy ryS$iy, jvairiy ap¢ivopiamy
elektroniniy prietaisy bei jvairiy banko atsiskaitymo korteliy gausos ir Zymiai palengvinti
tarpusavio atsiskaitymo biidg, konkrediai sukurti j kiSene telpantj vieng elektroninj prietaisg
(elektroninj pasg) ir visa asmenine informacijg talpinti ir laikyti jame, ir naudoti jvairius
dokumentus, jvairius elektoninius prietaisus, banky atsiskaitymy korteles ir kita
suskaitmenintg informacija skaitmenoje, ir tarpusavio finansinius atsiskaitymus vykdyti

naudojant elektroninj prietaisg (elektroninj pasg).

I8§radimo esmé

Sio isradimo esmé ta, kad atsiskaitymo skaitmeniniais pinigais vykdymo budas,
apimantis vartotojo terminala, ry$iy tinklg vartotojo terminalo sgveikai su paslaugy tiekéjo
procesiniais centrais, vartotojo terminalg sudaro skaitmeniné laikmena-elektroninis pasas,
kuriame instaliuota programiné jranga, kurig sudaro programos asmens tapatybés
informacijai laikyti, apdoroti, perduoti, programos finansiniams atsiskaitymams vykdyti, be
to, skaitmeniné laikmena-elektroninis pasas turi apsaugos elementa, sistemingai istrinanti
informacija, kai vartotojas nepatvirtinamas.

Atsiskaitymo skaitmeniniais pinigais vykdymo biidas, apimantis informacijos
nuskaityma, prane$imo generavimg ir vartotojo terminalo aktyvavimg, kuriame skaitmeniné
laikmena-elektroninis pasas priklausomai nuo poreikio parenka atitinkamg programa,
atlieka veiksmus toje programoje.

I8radimo esmé yra ta, kad kas Siandien naudojama visa dokumenty, jvairiy smulkiy
elektroniniy prietaisy, jy ry$iy, atsiskaitymo banko korteliy gausg keisti vienu j kisene

telpan€iu elektroniniu prietaisu (elektroniniu pasu), suprogramuoti jj ir viskg, kas reikalinga
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naudojimui perkelti skaitmenine forma j vieng elektroninj prietaisg (elektroninj pasa) ir
naudoti jj, kaip asmens dokumenta, galinti atlikti daug jvairiausiy mums (Zmonéms) dabar

labai naudingy ir reikalingy operacijy.

Smulkus iSradimo apraSymas

AtsiZzvelgiant j iSradimo tikslus viska laikyti viename prietaise, atrodo, kad
elektroninis jrenginys (elektroninis pasas) labai sudétingas ir brangus jrenginys. Tafiau,
paanalizavus jo konstrukcija, jis daugumai pasaulio gyventojy (Zmoniy) naudojamo
mobilaus telefono, navigacijos prietaisy, muzikiniy grotuvy, Zaidimy, skaitmeniniy
fotoaparaty ir kity panaSios paskirties elektroniniy jrenginiy ir patobulinto maZo ne$iojamo
kompiuterio visumos analogas. Kad elektroninis pasas sékmingai biity jgyvendinamas,
reikia sukonstruoti elektroninj prietaisa (elektroninj pasg) su tikslu maZinti jo savikaing, kuo
maZesnémis medZiagy ir darbo sagnaudomis. Konstruoti ir gaminti elektroninj pasg reikia
remiantis §iandien sukurtomis technologijomis. Elektroninis pasas turi biti j ki§ene telpantis
Siandien naudojamo neSiojamo kompiuterio analogas, tik sumazintas iki minimumo, kad jo
forma ir dydis buty patogus Zmogaus rankai ir pakankamo dydZio ekranas (monitorius).
Jeigu mes priimame ne$iojamo kompiuterio forma ir jau sukurtg veikianéia jo sistema, jis
atver€iamas, t.y. i§ dviejy daliy (uZra3y knyguté). Viena jo dalis monitorius, kita klaviatiira.
Monitorius, kol mes neturime sukiire besiple€ian¢io monitoriaus bus minimalaus dydZio.
Taliau ekrano (monitoriaus) dydis gali bati padidinamas ir be papildomy islaidy jau
Siandien, tik reikia prijungti elektroninj pasa laidu ar vietiniu ry$iu prie banke ar jmonéje
esancio, stacionarinio ar neSiojamo kompiuterio su pakankamo dydZio ekranu ir jprasta
klaviatira. Kurdami elektroninj pasa, panaudokime skaitmening klaviatiira, kuri dirba
susisteminta su prietaiso monitoriumi ir jo skaitmenine klaviatiira ir kuri pritaikyta pagal
atskiras jvairias pageidaujamas operacijas, besikeifianti. Skaitmeniné klaviatira, tai
mobilaus telefono ir neSiojamo kompiuterio visumos ar kity elektroniniy prietaisy
tobulinimas, o tiksliau esamy technologijy ir jy veikianéiy sistemy pritaikymas, kuriant
elektroninj pasa. Siandien naudojami ne$iojami kompiuteriai yra atver&iami, tadiau visigkai
neapsaugoti nuo aplinkos poveikio, todél, kuriant elektroninj pasa, bitina jj pagaminti
sandariai uZdaroma. Tai apsauga nuo tiesioginio vandens poveikio, t.y. patekus
elektroniniam pasui j vandens telkinj, biidamas sandarus, jis bus nepaZeidZiamas. Jei
elektroninis pasas sandarus, tai pagaminus jj atitinkamai pagal jo techninés dalies savajj

svorj ir jo tiirj, jis bus ir neskgstantis vandenyje. Elektroninis pasas turi biiti apsaugotas ir
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nuo trumpalaikio ugnies poveikio. Jo iSoriné dalis, t.y. jo pavirSius, turi biti pagamintas i§
nedegios, tatiau ne kietos, juntamos ap&iuopiant ranka, $velnios bei malonios medZiagos.
Elektroninio paso energijos $altinis - elektra, todél jam prireiks vienos patikimos arba
dviejy j viena sistema sujungty energijos Saltiniui laikyti jrenginiy. Energijai laikyti ir
skaitmenoje esan&iai operacinei sistemai palaikyti, galime panaudoti jau sukurtas telefono
ar kitas elektroniniy prietaisy jkraunamas nedideles kompaktiskas baterijas
(akumuliatorius).  Elektroninio paso vidiné konstrukcija ir jo operaciné sistema, tai
visuomenéje naudojamo kompiuterio analogas, kuriame yra operaciné sistema informacijai
priimti, taip pat ir delniniams kompiuteriams speciali programiné jranga, reikia tik reikalui
esant patobulinti ir pasinaudoti. Po to | jg reikia instaliuoti jvairiausias mums reikalingas
programines jrangas: programiné jranga dokumentams laikyti, valstybés ar banko
suprogramuota jranga su integruota mokesCiy sistema ar be jos finansiniams
atsiskaitymams vykdyti, apsaugos ar nuolaidy korteléms laikyti, mobilaus telefono
programa, navigacijos programa, skaitmeninio fotoaparato ar filmavimo kameros
programiné jranga ir, jei reikia, pagal poreikj Zaidimy, muzikiniy grotuvy programinés
jrangos. Programiniy jrangy informacijos kiekis priklausys nuo elektroninio paso
informacijai laikyti jrenginio talpos. Kad elektroninis pasas biity nebrangus ir lengvai
valdomas ir kol visuomené pripras juo naudotis, elektroninio paso nereikia perkrauti
jvairiomis sunkiai valdomomis programomis. PradZiai pakakty ir keliy pagrindiniy labai
paprasty Siandien labai naudingy programéliy, o véliau Zmonés pagal savo asmeninj poreikj
ir sugebéjima valdyti jvairias programas galés pasididinti informacijai laikyti jrenginio talpg
ir papildomai instaliuoti savo nuoZitira biitent asmeni$kai reikalingas programines jrangas.
Kad elektroninis pasas galéty tarnauti, kaip jvairiy prietaisy analogas, jame turi bati
fotografavimo, filmavimo kamera, mikrofonas ir garso koloné¢lé ar kolonélés. Zinoma
tobulumui ir ktirybai riby néra, galima biity elektroninj pasa sukurti ir maksimaliai tobulg i$
karto jau Siandien, taciau tai labai sukelty prietaiso savikaing ir to pasekoje jgyvendinimas
visuomene¢je tapty apsunkintas. Filmavimo ir fotografavimo kamera, tai tiesiog paprasta
optikos akuté elektroniniame pase, kuri jau S$iandien pritaikyta mobilaus telefono
komplektacijoje. Filmavimo kamera, filmuojant save ar savo veidg ir stebint save
elekroninio paso ekrane (monitoriuje), veidrodZio analogas, o bendraujant su bankininku,
atliekant finansing operacija, pavedima ZodZiu, nepatikliam banko darbuotojui, biidas
parodyti savo veida asmenybés tapatybés jrodymui, tadiau tai tik laikina ir iskirtiniais

atvejais, nes skambutis i§ elektroninio paso, tai asmens tapatybés tikslus jrodymas, o
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pasalinus i§ apyvartos grynuosius pinigus ir jgyvendinus tik skaitmeninius pinigus, laikui
bégant bus galima atsisakyti ir sudétingy elektroninio paso bei finansiniy atsiskaitymy
apsaugos priemoniy. Kad elektroninj pasg biity patogu naudoti, kaip telefono ar muzikiniy
preitaisy analogg, | elektroninio paso komplektacijg reikia jkomplektuoti ir automobiling
laisvy ranky jranga, per kurig galima klausytis bet kokiy garsy bei kalbéti. Zmonéms,
besinaudojantiems internetu, instaliavus papildomag programéle, pvz.: skaipo, tarpusavio
bendravimui galima naudoti nemokama ry§j. Tafiau, kol internetas néra visur pasiekiamas,
mums teks naudotis telefony programomis ir jvairiy ry$iy sistemomis. Todél galimas
laisvas pasirinkimas, kur yra interneto rySys, bendravimas palyginus su Kity rySiy
S$iandieninémis kainomis prakti§kai nemokamas. Taciau, kur néra interneto, ten naudojama
mobilaus telefono programiné jranga ir atitinkamas rySys. Galimi tik tam tikri kazkam
nepageidaujami ateities poky<iai, tatiau poky¢iai tik visuomenes, t.y. miisy visy (Zmoniy)
gyvenimo gerinimui, o ne bloginimui. Poky¢iai teigiama ir teisinga linkme yra vadinami
evoliucija, tobulgjimu ir pasaulio progresu, todél iSvada paprasta ir teisinga - neigiamy
pasekmiy jokiy néra. Pagrindiné elektroninio paso paskirtis yra vykdyti tarpusavio
atsiskaitymams. PaSalinus i§ apyvartos grynuosius pinigus ir jgyvendinus tik skaitmeninius
pinigus, tai bus ir piniginés analogas. Elektroninio paso pagrindinei paskirciai, t.y.
tarpusavio atsiskaitymams vykdyti reikalingas tik patikimas per palydova, radijo ar kitoks
ry3ys. Kol yra jvairiy ry$iy sistemy ir néra vienos tobulos veikiancios visame pasaulyje,
prisijungimui prie banko, t.y. savo asmeninés ar jmonés sgskaitos, galima naudoti kelias
ry$iy sistemas. Kada bus pasirinktas vienas mums (Zmonéms) priimtiniausias ir
patogiausias ry8ys, kuris bus tobulinamas ir veikiantis Salies ar jy sajungos ribose, o véliau,
pasaulio bet kurioje geografinéje padétyje, galésime atsisakyti ne tik jvairiy rySiy sistemy,
bet ir telefony ir kity prietaisy programiniy jrangy. Tai taip pat, evoliucija ir progresas ir
teisingas kelias. Kol mes negalime pasitikéti vieni kitais, elektroninj pasa butina apsaugoti
nuo jsilauZzimy. Geriausia elektroninio paso apsauga ir apsaugos kodas buty asmens pirSto
atspaudas. Kadangi elektroninis pasas atveriamas, kaip uZra$y knyguté ir sandariai
uzdaromas, geriausia jo apsauga elektroninio paso savininko asmens pirSto atspaudas, t.y.
elektroninis pasas atsidaro tik palietus vienu ar kitu pir§tu, pirSto atspaudo atpaZinimui
elektroninio paso iSoringje dalyje atitinkama nustatyta nuskaitymo jrangos vietg. Norint
atidaryti elektroninj pasg naudojant jéga, lauztuva ar kitg jrankj, atidarant prietaisa, jame
esanti informacija susinaikina, t.y. operaciné sistema suprogramuota taip, kad, atidarant

elektroninj pasg be apsaugos kodo patvirtinimo, visa esanti elektroniniame pase informacija
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i§trinama. Fizinio jsilauZimo metu i§ elektroninio paso iStrinta informacija skaitmenoje
visi§kai neiSnyksta, nes ji yra saugoma stacionariame kompiuteryje, banke, patikimamuose
priva¢iuose ar valstybés saugomose sistemose, o véliau ir pasaulio vienos bendros sistemos
informacijos laikymo jrenginiuose. Laikant informacijg keliuose veikianéiuose bendros
sistemos informacijos laikymo jrenginiuose, buvusi informacija atnaujinama naujame
elektroniniame pase i§ kity informacijos laikymo jrenginiy. Paminétas apsaugos bidas taip
pat vienas i§ daug galimy. Kad prietaiso savikaina, jj kuriant ir sisteminant, nebiity didele,
ieSkant paCio geriausio kainos ir kokybés santykio, reikia naudoti tokias apsaugos
priemones, kad atitikty pageidaujamg ir uZsibréZta prietaiso savikaing ir dél per didelés
galutinés kainos neapsunkinty elektroninio paso jgyvendinimo | visuomene proceso.
Elektroninio paso geriausios kainos ir kokybés santykio turi ieskoti kiekvienas gamintojas,
kas j; gamins. Taikyti ne tik savo technologijas, bet ir kity gamintojy iSrastas, patobulintas
ir patikimas geros kokybés, nebrangias, atitinkamos kainos, pagal uZsibréztg tikslg, savo
nuozilira arba derinant su valstybés suinteresuotos pirkti suprogramuotus elektroninius
pasus atstovaujanCiais asmenimis ar tiesiog su bankininkais nustatyts galuting elektroninio
paso savikaina, jam gaminti detales, technologijas bei programaines jrangas.

Elektroninj pasg gaminti gali kompiuteriy, mobiliyjy telefony, navigacijos prietaisy,
ir kity elektroniniy prietaisy ar kiti suinteresuoti jo gamyba gamintojai. Labiausai turéty biti
suinteresuoti tobuléti ir eiti teisinga konkurencinga linkme tie gamintojai, kuriy dabar
gaminamus jrenginius keiCia elektroninis pasas. Elektroninio paso gamyba ir didelis
suinteresuotumas jgyvendinti jj visuomengje, yra ne tik eiliniam pilie¢iui, valstybei ar jy
sgjungai, bet ir bankininkams, nes jteikus uZ tam tikra mokestj ar dovanojus elektroninj
pasa Salies ar jy sgjungos pilie€iui ir galimybé su sutartimi naudotis biitent to banko
fizinémis ir juridinémis saskaitomis, vartotojas tampa biitent to banko klientu. Kai per tam
tikrg laikg bus paSalinti ir visi§kai i§ apyvartos i§imti grynieji pinigai, to banko, kuris jteiké
ar dovanojo su sutartimi naudotis tik to banko sgskaitomis, vietinés $alies ar jy sajungos
elektroninj pasa, atitinkamai visi elektroninio paso savininko pinigai bus tame banke, i3
kurio jis gavo prietaisg. Jei visi vartotojo pinigai banke, tai bankininkas neturédamas, kur jy
deti bus suinteresuotas iSlaikyti savo klienta, galés sitilyti paskolas savo klientams maZomis
paliikanomis. Si pamineéta elektroninio paso jgyvendinimo sistema, tai tik viena prieZastis ir
viena situacija i§ daug jvairiy teigiamy mums (Zmonéms) palankiy situacijy.

Skaitmenoje esanti informacija, neap&iuopiama, nesudeginama, nepametama ir

kitaip neprarandama. Jeigu skaitmena perkeliama be energijos praradimo ir yra
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nepametama, nesudeginama ir kitaip neprarandama, tai akivaizdus jrodymas, kad viska, kas
jmanoma, reikia stengtis laikyti ir naudoti skaitmenoje. Elektroninis prietaisas (elektroninis
pasas), kuriame daug skaitmenoje informacijos ir kuri suprogramuota ir naudojama
skaitmenoje, tai tas pats, kaip ir miisy protas, viskas biitent viename jrenginyje (smegenyse)
ir jos yra vienos, o ne iSmétytos po visg Zmogaus kiing su skirtinga informacija. Todél
akivaizdus jrodymas naudojant, kaip pavyzdj Zmogaus smegeny ir proto veikimo principg
atitinka iSradima susisteminti ir suprogramuoti vieng elektroninj jrenginj (elektroninj pasa)
ir laikyti bei naudoti jame visg asmening informacija skaitmenoje. Elektroninis prietaisas
(elektroninis pasas) yra vienas prietaisas, kuri fiziskai paZeidus ar kitaip sunaikinus
skaitmena biity prarandama, tadiau informacija laikoma vienoje sistemoje keliose
apsaugotose banko ar valstybés, o véliau ir pasaulio vietose, ji tampa neprarandama, nes
sunaikinus vieng informacijos laikymo jrengini, kitas informacijos jrenginys visg buvusia

informacija atnaujins naujame informacijos laikymo jrenginyje.
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ISRADIMO APIBREZTIS

1. Atsiskaitymo skaitmeniniais pinigais vykdymo biidas, apimantis vartotojo
terminala, rySiy tinklg vartotojo terminalo sgveikai su paslaugy tiekéjo procesiniais centrais,
besiskiriantis tuo, kad vartotojo terminala sudaro skaitmeniné laikmena-
elektroninis pasas, kuriame instaliuota programiné jranga, kuria sudaro programos asmens
tapatybés informacijai laikyti, apdoroti, perduoti, programos finansiniams atsiskaitymams
vykdyti, be to, skaitmeniné laikmena-elektroninis pasas turi apsaugos elementa, sistemingai
iStrinti informacija, kai vartotojas nepatvirtinamas.

2. Atsiskaitymo skaitmeniniais pinigais vykdymo bidas, pagal 1 punkta, besiski
riantis tuo, kad skaitmeniné laikmena-elektroninis pasas, priklausomai nuo poreikio

parenka atitinkamg programa, atlieka veiksmus toje programoje.
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