1. Fizinės apsaugos paslaugos iškvietimo ir apmokėjimo už šią paslaugą būdas turintis šiuos etapus: 
- saugomo objekto signalizacijos sistemos (1) suformuotas signalas apie kritinį įvykį perduodamas į vartotojo mobilųjį įrenginį (2);
- jei vartotojas nusprendžia užsakyti apsaugos paslaugą, signalas toliau perduodamas į duomenų centrą (3); 
- duomenų centras (3) patikrinęs paslaugų gavėjo įsipareigojimus ir galimybes gauti apsaugos paslaugą, užsako apsaugos įmonės darbuotoją nuvykti į saugomą objektą,

b e s i s k i r i a n t i s  tuo, kad minėtas apsaugos paslaugos gavėjo tikrinimas, užsakymo perdavimas ir po paslaugos suteikimo apmokėjimo už paslaugą administravimas vykdomas duomenų centre (3), kuris gali būti mobiliojo ryšio operatoriaus techninėje infrastruktūroje. 
2. Fizinės apsaugos paslaugos iškvietimo ir apmokėjimo už šią paslaugą būdas pagal 1 punktą,  b e s i s k i r i a n t i s  tuo, kad įvykus kritiniam įvykiui apsaugos paslaugos gavėjas gali pasirinkti ar užsakyti fizinės apsaugos paslaugą konkrečiam įvykiui. 
3. Fizinės apsaugos paslaugos iškvietimo ir apmokėjimo už šią paslaugą būdas pagal ankstesnius punktus,  b e s i s k i r i a n t i s  tuo, kad paslaugos gavėjas už suteiktas fizinės apsaugos paslaugas apmoka mobiliojo ryšio teikėjui. 
4. Fizinės apsaugos paslaugos iškvietimo ir apmokėjimo už šią paslaugą būdas pagal ankstesnius punktus,  b e s i s k i r i a n t i s  tuo, kad dviejų rūšių, t.y. mobiliojo ryšio ir apsaugos paslaugas gaunantis paslaugos gavėjas pasirašo tik vieną sutartį su mobiliojo ryšio operatoriumi. 

5. Fizinės apsaugos paslaugos iškvietimo ir apmokėjimo už šią paslaugą būdas pagal ankstesnius punktus,  b e s i s k i r i a n t i s  tuo, kad įvykus kritiniam įvykiui, iš visų apsaugos įmonių, galinčių teikti fizinės apsaugos paslaugas konkrečiame regione, į saugomą objektą vykti atrenkama įmonė, kuri tuo metu greičiausiai gali suteikti apsaugos paslaugą. 
6. Techninės įrangos sistema, skirta įgyvendinti fizinės apsaugos paslaugos iškvietimo ir apmokėjimo už šią paslaugą būdą pagal visus ankstesnius punktus, turinti:

saugomo objekto signalizaciją (1), kuri stebi nustatytus saugomo objekto parametrus, būseną, kuriems pakitus, generuoja kritinio įvykio aliarmo signalą ir jį perduoda vartotojo mobiliam įrenginiui (2), tuomet vartotojas renkasi ar perduoti tolimesniam apdorojimui signalą į 

duomenų apdorojimo centrą (3), kuris vykdo užsakymo apdorojimą, persiuntimą ir atsiskaitymo už suteiktą apsaugos paslaugą administravimą, kuriame gali būti vykdoma greičiausiai apsaugos paslaugą galinčios suteikti apsaugos įmonės paieška;

vartotojo mobilų įrenginį (2), kuriuo apie kritinį įvykį ir galimybę iškviesti apsaugos darbuotoją informuojamas paslaugos gavėjas, 

apsaugos įmonės stebėjimo ir paskirstymo pultą (4), kuris, gavus iškvietimą, atrenka tinkamiausią darbuotoją ir perduoda jam informaciją vykti į saugomą objektą, 

b e s i s k i r i a n t i  tuo, kad apsaugos įmonės paslaugų užsakymas ir apmokėjimas už suteiktas paslaugas vykdomas mobiliojo ryšio operatoriaus infrastruktūroje esančiame duomenų apdorojimo centre (3).

7. Techninės įrangos sistema skirta įgyvendinti fizinės apsaugos paslaugos iškvietimo ir apmokėjimo už šią paslaugą būdą pagal 5 punktą,  b e s i s k i r i a n t i  tuo, kad mobiliuoju įrenginiu (2) galima užsakyti apsaugos paslaugą nepriklausomai nuo to ar saugomo objekto signalizacija sugeneravo kritinio įvykio aliarmo signalą. 
8. Techninės įrangos sistema skirta įgyvendinti fizinės apsaugos paslaugos iškvietimo ir apmokėjimo už šią paslaugą būdą pagal 5 punktą,  b e s i s k i r i a n t i  tuo, kad turi dirbtinio intelekto priemones sprendimams priimti.
