1. Kompiuterinis duomenų šifravimo ir iššifravimo tinklo, kuriame naudojamas dirbtinis neuroninis tinklas, mazguose būdas,  b e s i s k i r i a n t i s  tuo, kad būdas apima:

dirbtinio neuroninio tinklo kopijų saugojimą bent jau pirmojo mazgo kliento kompiuterio įrenginyje ir bent vieno kito mazgo kliento kompiuterio įrenginyje;

įvesties parametrų rinkinių iš bent vieno pirmojo mazgo kliento kompiuterio ir bent iš vieno kito mazgo siuntimą;

dirbtinio neuroninio tinklo sinchronizavimą kiekviename mazge, naudojant įvesties parametrus; 

šifravimo raktų kūrimą, naudojant dirbtinį neuroninį tinklą ir įvesties parametrus kiekviename tinklo mazge;

išvesties parametrų rinkinio sudarymą, naudojant dirbtinį neuroninį tinklą, blokų grandinės duomenis ir šifravimo raktus;

šifravimo algoritmo parinkimą, naudojant dirbtinį neuroninį tinklą ir išvesties parametrus;

šifravimo maskavimo tipo parinkimą, naudojant dirbtinį neuronų tinklą ir išvesties parametrus;

šifravimo raktų, šifravimo algoritmų ir šifravimo maskavimo sinchronizavimą kiekviename tinklo mazge;

duomenų užšifravimą, naudojant šifravimo raktus, pasirinktą šifravimo algoritmą ir pasirinktą šifravimo maskavimą; 

užšifruotų duomenų iš pirmo kliento kompiuterio perdavimą į bent vieną kitą kliento kompiuterio įrenginį;

duomenų iššifravimą pas klientą, naudojant šifravimo raktus, pasirinktą šifravimo algoritmą ir pasirinktą šifravimo maskavimą;

iššifruotų duomenų perdavimą galutiniam gavėjo mazgui;

naujo blokų grandinės bloko skaičiavimą bent viename kliento tinklo mazge;

atnaujintos blokų grandinės perdavimą iš bent vieno kliento mazgo į pirmąjį mazgą ir kiekvieną kitą tinklo mazgą;

dirbtinio neuroninio tinklo perkvalifikavimą kiekviename tinklo mazge, naudojant atnaujintą blokų grandinę.

2. Būdas pagal 1 punktą, kur tinklas yra internetas arba vietinis tinklas.

3. Būdas pagal 1 punktą, kur atsitiktinai sugeneruojamas vienas iš mažiausiai dviejų įvesties parametrų rinkinių.

4. Būdas pagal 1 punktą, kur vienas iš mažiausiai dviejų įvesties parametrų rinkinių yra unikalus 256–512 bitų raktas, X509 sertifikatas arba abu.

5. Būdas pagal 1 punktą, kur šifravimo raktai sukuriami pirmame mazge ir bent viename kitame mazge vienu metu.

6. Būdas pagal 1 punktą, kur šifravimo algoritmas yra simetriškas šifravimo algoritmas. 

7. Būdas pagal 6 punktą, kur šifravimo algoritmas yra pasirinktas iš AES 256, 3DES, ChaCha, Salsa20, Blowfish, Twofish, DES, Kuznechik ir kitų. 

8. Būdas pagal 1 punktą, kur šifravimo raktas neperduodamas tinklu.

9. Būdas pagal 1 punktą, kur duomenys perduodami decentralizuoto tinklo tipo duomenų perdavimo forma.

10. Būdas pagal 1 punktą, kur dirbtinis neuroninis tinklas mokomas blokų grandinėje.

11. Būdas pagal 10 punktą, kur šifravimo raktas nėra saugomas blokų grandinėje.

12. Būdas pagal 10 punktą, kur jokie dirbtinio neuroninio tinklo elementai nėra saugomi blokų grandinėje.
